
 

 

SUMMER FISWG/NCMS Virtual Training Event 
July 21, 2021  

(6 CEUs as approved by Jim M) 
 

 
8:00 - 8:30 Log into the NCMS link for the event. 
 
8:30 - 8:45 Opening Remarks- Rob Gerardi, Chairperson 
 
8:45 - 9:45 The Hidden Threat of Social Media (1 CEU) 
  What you, your company and your employees need to know. 
  Stacy Urruda, CEO, The Arruda Group 
 
9:45 - 10:00 Break 
 
10:00 - 11:00   Insider Threat Program Implementation and Best Practices (1 CEU) 
  Lessons learned and what you need to know to strengthen your Insider Threat Plan. 

Ms. Wailohia Woolsey, Sr Manager-Information Security Governance, Palo Alto Networks 
  Mr. Paul Fitzpatrick, Director-Corporate Security, Mercury Systems 

 
11:00 - 11:15 Break 
 
11:15 - 12:15 Data Spills (1 CEU) 
  Overview of what you need to do when you get a data spill. 
  Mr. Steven Kipp, Chief Sensitive Information Security Officer, L3 HARRIS 

 
12:15 - 1:00 Lunch 
 
12:15 – 12:30 NCMS FL Sun Coast Chapter Meeting 
 
1:00 - 2:30 NISPOM Rule Overview (1.5 CEU) 
  An update on what you need to know about 32 CFR Part 117 Federal NISPOM Rule. 
  Mr. Matthew Roche, Operations Division Chief-Critical Technology Protection, DCSA 

 
2:30 - 2:45 Break 
 
2:45 - 4:15 DISS Overview (1.5 CEU) 
  An overview of what you need to know about DISS now that it’s the system of record. 
  Ms. Rebecca Devore, Security Rep Supervisor, LM Security Operations Center 
 
4:15  Closing Remarks 
 


